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Background

The NSDL web metrics initiative is trying to answer the question of how people are using NSDL and how the usage grows and changes over time. In February 2002, the NSDL Educational Impact and Evaluation Standing Committee (EIESC) decided to attempt to answer the question: How are people using the Library? A web metrics pilot was undertaken in April, May, and June 2002. Six pilot sites participated by providing a standard set of information from their web server logs.

The pilot study proved difficult because it required a lot of time, especially for initial setup, to report the desired web metrics. Additionally, data from the six pilot sites proved inconsistent due to differences in reporting standards and tools used. The EIESC determined that the costs of the pilot were greater than the information gained. The Committee decided that web metrics can provide useful data but a different approach was necessary. Since web metrics approaches involve technical implementation, the NSDL Technology Standing Committee (TSC) joined the EIESC to help develop a web metrics strategy for NSDL.  

The two committees sponsored a web metrics workshop in August 2004 (results available at http://webmetrics.comm.nsdl.org/). One outcome resulted in a one-year contract with Omniture to provide web tracking for a small set of pilot sites including the main NSDL site (at nsdl.org), Teachers’ Domain, CSERD, ENC, DLESE, San Diego Supercomputer Center, and SERC at Carleton College. 
Omniture
The approach Omniture provides is important to the evaluation strategy. With web server logs, only link clicks are captured and listed in the order the click occurred making it difficult to mine server logs for the click path of a specific user. It is somewhat possible to do this tracking if no other user coming to the site has the same domain/IP address at the same time, but this method has not been successfully demonstrated on a large scale. A fundamental problem with link click tracking arises in situations where many users access a site with the same domain/IP address from Internet Service Providers such as AOL. 

The page-tagging/cookie method used by Omniture, in contrast, captures everything input by the user - that is link clicks, data entered, and buttons selected on the page. The page-tagging method places a small amount of HTML code on each page to be tracked, which sets data variables as the user moves through the site.  It is important to note, that such data capturing is set up by the site provider, not Omniture. This method automatically captures a user's click path through the web site and helps us determine how users navigate through the site. As such, we can infer user motivations and determine problem areas, allowing us to develop re-design strategies to address those issues.

Another advantage of using Omniture is standardized reporting. The 2002 pilot showed that web log analyzers typically contain proprietary algorithms to determine data, such as what is a session. By using the same software to report data, we gain consistent data views across all reporting sites.

Omniture Cookies and Privacy
The Omniture approach also makes use of persistent cookies to anonymously define new visitors. Cookies contain no personally identifiable information, only a unique visitor ID time/date stamp. These cookies are used to help analyze the click-stream data and track any historical activity on the site, such as monitoring the response of users to a particular outreach campaign.

Core Integration (CI) discussed the use of persistent cookies on NSDL.org using the Omniture tracking code in early 2005. In terms of privacy protection, Omniture does not keep raw web logs that could be in any way linked back to the cookie. They use collected data to create anonymous and summarized information for use in reporting, and dump the raw logs because we do not pay them to keep those logs.

The main concern within CI was resolving the use of a persistent cookie on the NSDL.org site, which appeared to be against policies and practices of Federal web sites. Federal web site guidelines state that government sites should not use persistent cookies at all. Because NSDL is a quasi-governmental organization, the argument was made that we should follow Federal web site guidelines. 

CI decided to continue the use of cookies for tracking, although by setting session cookies (i.e. a cookie that disappears when the browser is closed) and not persistent cookies. The down side is that CI cannot currently track return visits, which require setting a persistent cookie. CI will be reviewing this issue to address the lack of return visit data for short term evaluation goals, and also to make decisions about implementing an added Omniture feature that would allow us to track user return visits across all participating sites.
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